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2. PANTI Open Network and Sharing Center

Mot connected +s
I:dﬂ Connections are available

Wireless Metwork Connection ~
CBEC WiFi (802.1x) ﬂ!!!
OBEC WiFi (Web Login) ?ﬂ!!

| Open Metwork and Sharing Centerl
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3. glaviengdsnIndl 3 AdNTLY Set up a new connection or network

Change your networking settings
‘E- Set up a new cennection er nebwork D ]_.ﬂaf]
- Set up a wireless, breadband, dial-up, aff hec, or VPM conr n router or access point.

‘5. Connect to a nebwork

Connect or reconnect to a wireless, wired, dial-up, or VPN network connection.

*& Choose homegroup and sharing options

Access files and printers located on other network computers, or change sharing settings.

@ Troubleshoot problems

Diagnese and repair network problems, or get troubleshoeting infermation.
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4. pantden Manually connect to a wireless network LLé”Jﬂaﬂiju Next f9n W7 4

@ E Set Up a Connection or Network

Choose a connection option

Connect to the Internet =i
Set up a wireless, broadband, or dial-up connection to the Internet.

" Setup a new network
«a Configure a new router or access peint,

‘ Manually connect to a wireless network 1.A50
Connect to a hidden network or create a new wireless profile, .

Connect to a workplace
Set up a dial-up or VPN connection to your workplace.

=

%= Setup a dial-up connection
% Connect to the Internet using a dial-up connection.

[ Mext H"C-'-(-[ 2.A80 I
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5. 9z lentieg Enter information for the wireless network you want to add @3n1wi 5

@ E Manually connect to a wireless network

Enter information for the wireless network you want to add

Network name: OBEC WiFi (802.1x) | 1.1580 OBEC WiFi (802.1x)
Security type: [WW\?—' Enterprise > ] G 2.WPA2-Enterprise

[ 3.80n AES e | AES -
Security Key: | | [T Hide characters

Start this connection automatically

Connect even if the network is not broadcasting
Warning: If you select this option, your computer's privacy might be at risk.

a.pfnlu Next  [m=p> o0 ] [ Cancel
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6. uanavtinpng Successfully fan1nit 6 1indniluy Change connection setting

(=] & ]

a"_"'\_ .
i}:} E'IF Manually connect to a wireless network

Successfully added OBEC WiFi (802.1x)

< Change connection settings 4_E-ﬂﬁﬂ
Open the connection properties so thatI can change the settings.

Cloze
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7. agldniieing OBEC WiFi (802.1x) Wireless Network Properties fan it 7 adnufiu Security

=

OBEC WiFi (802.1x) Wireless Metwork Properties

Connection | Security —

Mame: OBEC WiFi (802, 1x)
SSID: OBEC WiFi (802, 1x)
Metwork type: Access point

Metwork availability: Al users

Connect automatically when this network is in range
[] Connect to a more preferred netwark if available
[] Connect even if the network is not broadcasting its name (S510)

i- oK ] [ Cancel

2NN 7



8.9¢lanineing Al 8 Wate Security Type: AdNLdeN WPA2-Enterprise kaapantu Setting

OBEC WiFi (802.1%) Wireless Network Properties ==

Connection | Security

Security type: |wPAz-Enterprise | — 1.A8n0

Encryption type: [AES ']

Choose & network authentication method:

a
[Microsoft: Protected EAP (PEAP) || settngs | < 1.Aan
Remember my credentials for this connection each

time I'm logged on

Advanced settings

[ OK ] [ Cancel
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9. L’eJ’lLﬂ%awmagﬂﬁmwﬁﬂ Validate server certificate #8n wagldan Authentication Method

WUy Secured password (EAP-MSCHAP v2) aaniunayy Configure Fannd 9

Protected EAP Properties @

When connecting:

[ 1.ﬂaﬂlﬂ%aqﬁu'}ﬂgﬂaaﬂ ]ﬁ [] validate server certificate

|:| Connect to these servers:

Trusted Root Certification Authorities:

[ Baltimore CyberTrust Root

[ class 3 Public Primary Certification Authority

[ DigiCert Assured ID Root CA

[ DigiCert Global Root CA

|:| DigiCert High Assurance EV Root CA

[] Globalsign Root CA

[ veriSign Class 3 Public Primary Certification Autharity - G5

|:| Do not prompt user to authorize new servers or trusted
certification authorities.

Select Authentication Method:
) [Secured password (EAP-MSCHAFP v2) '] [ Configure... ] 3.ﬂ§ﬂ
[ 2.ARNIATOVUNEQNDDN  [mmmmmlp (7] crabic Fast Recomect

[~ Enforce Network Access Protection
[ Disconnect if server does not present cryptobinding TLV
[~]Enable Identity Privacy

J

[ OK J [ Cancel
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10. R]’mﬂmmm%awmagﬂﬂﬁﬁ Automatically use my Windows logon name and password

(anddomain if any) ®

[ 1.AANLATRMLNEYNBN ]-

an uazAanUy OK fanmi 10

EAP MSCHAPW2 Properties

When connecting:

> Automatically use my Windows logon name and
[ password (and domain i any).

m— | 0K | [ Cancel

3.A80
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11. AdnUa OK fan il 11

Protected EAP Properties

When connecting:
[T validate server certificate

Connect to these servers:

Trusted Root Certification Authorities:

O

[ Class 3 Public Primary Certification Authority

[~ pigicert Assured ID Root CA

[ pigicert Global Root CA

|:| DigiCert High Assurance EV Root CA

[ GlobalSign Root CA

[ verisign Class 3 Public Primary Certification Authority - G5

Do not prompt user to authorize new servers or trusted
certification autharities,

Select Authentication Method:

[Secured password (EAPMSCHAR v2) '] I Configure... I

["]Enable Fast Reconnect

[T Enforce Metwork Access Protection

["| Disconnect if server does not present cryptobinding TLV
[ Enable Identity Privacy

Ok | (< mmmmm——
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12. 9ntiupdntu OK fanmil 11 susenundaviiy OBEC WiFi (802.1x) Wireless Network
Properties fan il 12 uapanUu Advanced settings nsailsildisasdiusa Tleiasemuneg

Qﬂwﬁ’l Remember my credentials for this connection each time I’'m logged on 88n

OBEC WiFi (802.1x) Wireless Network Properties (3w

Seaurity

Security type: [WPAZ-Enterprise hd ]

Encryption type: [AES N ]

Choose a network authentication method:

| Microsoft: Protected EAP (PEAP) || setings |
Remember my credentials for this connection each ndiluildinSosdausi
time I'm logged on Thonnseamunugnasn

Advanced settings ]

QK ] [ Cancel
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13. adniden Specify authentication mode: Watdan User authentication ium%aﬂm’aﬁml& ey

AanUu Save credentials AaN 13

802.1x settings | 802, 11 settings

1.AaNLEBN - || Specify authentication mode:

|Userauthenticstion 7| | Save cedentiols [ 3.A80
User ar computer authentication

2.AaNLa8N Computer authentication
->
User authentication Guest authentication
Enable single sign on for this network

i@ Perform immediately before user logan

Perform immediately after user logon

Mazimum delay (seconds):

[/] Allow additional dialogs to be displayed during single
sign on

[ ] Thiz network uses separate virtual LANs for machine
and user authentication

P RE

14. aglamtang Windows Security Fanmnd 14

Pﬁl

Save credentials
Saving your credentials allows your computer to connect to the netwerk

when you're not legged on (for example, to download updates). s
L.AuW Username (678819

*4' o &
’student.sr ]4_ student.sr) *AaA1E1DING U

] ARLANIUAIBUINFNAFDIRIUTN
\.

[ 2. NUW Password U89nuLag
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15. annduadnyu OK uay Close Tunmisinsindauazadni System tray zillensuUunadudaaiu

LLa%LaaﬂﬂqﬁL‘%aﬂﬁiaL{]u OBEC WiFi (802.1x)

Mot connected +5
ﬂ Connections are available

Wireless Metwork Connection ~

CBEC WiFi (802.1x) !!5!!

OBEC WiFi (Web Login) ﬂ!ﬂ

OBEC_WiFi@Seminar M

Other Metwork !!!!!

Open Network and Sharing Center

1.A8N
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16. ¥ Username Wag Password gnfedaganinsaideusonuiasainels uagasusinguimieds

A9 16 anunsalausriwesiieldaudumesiinleviui

Currently connected to: +
OBEC WiH (802.1x)

Internet access

Wireless Metwork Connection -
OBEC WiFi (802.1x) Connected !ﬂﬂ
OBEC WiFi (Web Login) o
OBEC_WiFi@Seminar Al
Galaxy A1054686 Al
SODA_24G Al
Other Metwork !ﬂ!!

Open Metwork and Sharing Center

EM 10:26

« ol |‘I
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